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Back-Up and Disaster
Hecovery

Anti-Virus

Patch Management

Email Phishing/Security
Awareness Training

Firewall

Virtual Private Metwaork

Spam Protection

AD Group Policy/Security Policies

Network Access Control

Multi-Factor
Authentication (MFA]

Disk Encryption

Change Management

Network Diagram

Intrusion Detection
[Prevention System [IDS/IPS)

Mobile Device
Management (MDM)

Vulnerability
Management [VM)

System and Information
Event Management (SIEM)

Web Filtering
Session Management
Secure Cloud File Sharing

and Encrypted Email

Advanced AD Group Policy
Objects/Intune Security Policies
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Remote

Monitoring/Access

Ticketing System

Client Database

Reporting

SSE Tech Stack

Function

Delivers multi-day, onsite backup
and disaster recovery solution

Provides real time behavior based
protection from malware

Deploys and tracks
critical updates

Ensures users are trained
to identify threats

Detects and blocks sophisticated
attacks using third generation
technoloy

Secures remote access for
offsite employees

Reduces high-risk email
traffic

Deploys role based security
settings

Prevents unauthorized users/devices
from accessing network

Requires users to provide more
than just a password to access
netwaork account

Prevents unauthorized access to
data in the event equipment is lost

Monitors and documents
system configurations

Provides graphical representation
of network infrastructure

Scans network traffic for malicious
activities and known attack patterns

Manages mobile devices accessing
business information

Scans and reports on
security vulnerabilities

Aggregates and analyzes activity
across IT infrastructure

Restricts access to vetted
websites

Tracks, monitors and secures
multiple access requests from
a single user or entity

Protects sensitive information
and emall encyrption

Deploys additional role
based security settings

Documents cybersecurity
policies and proceduresfcompliance

Monitors and manages equipment,
servers and networks

Manages analysis of
user-related issues

IT documentation
platform

Provides custom report
generating tool

Pretecht

Managed As A Service

Services

Cybersecurity CAAS Select

(CAAS)

Co-Managed
Services



